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Washington Metropolitan Area Transit Authority
Board Action/Information Summary

MEAD Number: Resolution:

Action Information 202211 Yes No

TITLE:
Approval of 2020 Public Transp. Agency Safety Plan
PRESENTATION SUMMARY:

This resolution provides for the Board of Directors’ approval of Metro’s Agency Safety
Plan (ASP).

PURPOSE:

Metro has developed its Public Transportation Agency Safety Plan to reflect the new
Federal Transit Administration (FTA) requirements. The purpose of this action item is
to obtain the Board of Directors’ approval of Metro’s Public Transportation Agency
Safety Plan.

DESCRIPTION:

The Agency Safety Plan is comprised of the four main components of a safety
management system: Safety Management Policy, Safety Risk Management, Safety
Assurance, and Safety Promotion. Each component has its own set of requirements,
many of which are already in place. These requirements include:

Safety Management Policy
o Establish of safety objectives
o Participate in employee safety reporting
o |dentify accountabilities and responsibilities

Safety Risk Management

|dentify safety hazards

Assess safety risks/hazards

Prioritize safety hazards based on the level of risk
Implement safety risk mitigations

o

O O O

o Safety Assurance
o Conduct safety performance monitoring and measurement
o Coordinate management of change assessments and activities
o Provide for continuous improvement

Safety Promotion
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o Establish and maintain a comprehensive safety training program
o Communicate the Agency’s safety performance throughout the
organization.

There are no interested parties in this matter.
Key Highlights:

A Safety Management System (SMS) is a comprehensive, collaborative
approach to risk management that brings management and labor together to
build on the transit industry’s existing safety foundation to control risk better,
detect and correct safety problems earlier, share and analyze safety data more
effectively, and measure safety performance more carefully.

SMS is about applying resources to risk and is based on ensuring that a transit
agency has the organizational infrastructure to support decision-making at all
levels regarding the assignment of resources.

Background and History:

On July 19, 2018, FTA published the Public Transportation Agency Safety Plan
(PTASP) Final Rule, which requires certain operators of public transportation
systems that receive federal funds under FTA's Urbanized Area Formula
Grants to develop safety plans that include the processes and procedures to
implement Safety Management Systems (SMS).

The PTASP rule became effective on July 19, 2019.

FTA published a Notice of Enforcement Discretion on April 22, 2020 effectively
extending the PTASP compliance deadline from July 20, 2020 to December
31, 2020.

Metro must certify that it has a safety plan in place meeting the requirements of
the PTASP rule by December 31, 2020. The safety plan must be updated and
certified by the transit agency annually.

The ASP is similar to the existing System Safety Program Plan (SSPP) that
Metro currently uses to manage safety, but information is re-ordered and
streamlined to reflect a performance-based and continuous improvement
methodology. Once fully implemented, the ASP will replace the SSPP.

Discussion:

Per 49 C.F.R. Part 673, the ASP, and subsequent updates, must be signed by
the Accountable Executive and approved by the agency's Board of Directors.
This resolution serves as the required approval.

FUNDING IMPACT:



Necessary funding is within approved annual budget.

Project Manager: | Theresa Impastato

Project

Department/Office: Department of Safety and Environmental Management

TIMELINE:

September 24, 2020 — Safety Management System /

LAl Agency Safety Plan Training

Anticipated actions October 22, 2020 — Board approval of Metro’s Agency
after presentation Safety Plan

RECOMMENDATION:

Board approval of Metro's Public Transportation Agency Safety Plan.



PRESENTED AND APPROVED: October 22, 2020

SUBJECT:  APPROVAL OF 2020 PUBLIC TRANSPORTATION AGENCY SAFETY PLAN
2020-36

RESOLUTION
OF THE
BOARD OF DIRECTORS
OF THE
WASHINGTON METROPOLITAN AREA TRANSIT AUTHORITY

WHEREAS, Federal Transit Administration (FTA) regulation 49 C.F.R. § 673.11(a)(1)
requires the Board of Directors to approve WMATA'’s Public Transportation Agency Safety
Plan (PTASP); and

WHEREAS, FTA requires grant recipients, such as WMATA, to submit a PTASP annually;
and

WHEREAS, The General Manager and Chief Executive Officer has certified to the Board
of Directors that the PTASP is satisfactory and complies with each of the requirements of
the PTASP rule (49 C.F.R. Part 673), and that the PTASP effectively will guide WMATA
with the management of safety risks of the rail and bus operations of the Authority
(Attachment A to this Resolution); and

WHEREAS, The Board of Directors accepts the PTASP as satisfactory, that the PTASP
complies with each of the requirements of the PTASP rule (49 C.F.R. Part 673), and that
the PTASP effectively will guide WMATA with the management of safety risks of the rail
and bus operations of the Authority;

NOW, THEREFORE, be it

RESOLVED, That the Board of Directors approves the 2020 Public Transportation Agency
Safety Plan set forth in Attachment B to this Resolution; and be it finally

Motioned by Mr. Goldman, seconded by Mr. Horner
Ayes: 8- Mr. Smedberg, Ms. Gidigbi, Mr. Goldman, Mr. Horner, Mr. Letourneau, Mr. Marootian,
Mr. Slater and Mr. McMillin



RESOLVED, That this Resolution shall be effective 30 days after adoption in accordance
with Compact Section 8(b).

Reviewed as to form and legal sufficiency,

atricia Y. Lee
Executive Vice President and General Counsel

WMATA File Structure No.:
22.6.1 Federal Transit Administration (FTA) Safety Oversight



Attachment A

M PUBLIC TRANSPORTATION AGENCY SAFETY PLAN (PTASP) CERTIFICATION:

metro

I, Paul J. Wiedefeld, General Manager and CEO, have reviewed the Public
Transportation Agency Safety Plan (PTASP) and certify that the safety plan is
satisfactory and complies with each of the requirements of the PTASP rule (49 C.F.R.
Part 673), and that the safety plan effectively will guide the Washington Metropolitan
Area Transit Authority with the management of safety risks of the rail and bus

operations of the Authority.

24t .m’;uﬁ‘j{t

Washington  Paul J. Wiedeteld
::‘;:;‘::;‘;;’t;’ General Manager and
Chief Executive Officer

600 Fifth Street, NW
Washington, DC 20001
202/962-1234

wmata.com

A District of Columbia,
Maryland and Virginia
Transit Partnership



Attachment B

WASHINGTON METROPOLITAN
AREA TRANSIT AUTHORITY
600 5% Street, NW Washington DC 20001

WMATA Transit Agency Safety Plan
2020

V1.0
October 8, 2020
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Introduction

The Washington Metropolitan Area Transit Authority (WMATA) has developed this plan in
conformance with its internal Safety Management System (SMS) requirements and the
requirements of 49 CFR 673, as well as all other applicable requirements of FTA and Washington
Metrorail Safety Commission (WMSC), WMATA's State Safety Oversight Agency (SSOA).

FTA's SMS program is described in the National Public Transportation Safety Plan (NSP), most
recently published in January 2017 by FTA under the requirements of 49 CFR 670, and its
companion document, the FTA's SMS Framework (August 2015). FTA's SMS requirements
incorporate the previously required principles of system safety, described in the Military Standard
882, now in revision (e). SMS also provides an expansive approach to implementing the technical
disciplines of system safety by managing safety as a component of the agency’s core business
functions.

Following the requirements of FTA’s SMS, WMATA has formally adopted and is in the process of
implementing a robust SMS; this Agency Safety Plan (ASP) documents the scale, approach and
processes of WMATA's system-wide safety management system, scaled to its unique operating
environment.

Our SMS is organized into four components aligned with FTA's SMS Framework:

Safety Management Systems Components

Safety Management Policy Safety Assurance
1. Safety Management Policy Statement 7. Safety Performance Monitoring and
Safety Accountabilities and Responsibilities Measurement
3. Integration with Public Safety and Emergency 8. Management of Change
Management 9. Continuous Improvement

4, SMS Documentation and Records

Safety Risk Management Safety Promotion
S. Hazard tdentification and Analysis 10. Safety Communication
6. SafetyRisk Evaluation 11. Competencies and Training

WMATA acknowledges that the accountability for the contents and implementation of the Agency
Safety Plan is now formally elevated to the Accountable Executive, the WMATA General Manager
and Chief Executive Officer (GM/CEQ), and to the WMATA Board of Directors in conformance
with the requirements of 49 CFR 673.11(a)(1). The GM/CEQ’s SMS Policy Statement is found in
Section 1.1 below.



Safety Management Policy

General Manager/Chief Executive Officer's Safety Management System Policy Statement

In accordance with the safety management philosophy and approach, one of the General
Manager’s main goals is to build and maintain a premier safety culture and safety management
system in accordance with the Federal Transit Administration’s adoption of a Safety
Management System approach in its National Public Transportation Safety Program. The
Agency Safety Plan establishes WMATA'’s FTA-compliant Safety Management System (SMS)
as the primary strategy to achieve this goal. This Policy Statement also certifies that the Agency
Safety Plan is compliant with the Washington Metrorail Safety Commission Program Standard
and 49 CFR 673.

The management of safety is one of WMATA'’s core business functions. All levels of
management and all employees are accountable for appropriately identifying and effectively
managing risk in all activities and operations in order to deliver continuous safety improvement
and reduce risk to the lowest practical level in service delivery, starting with the General
Manager.

In conformance with FTA’s National Public Transportation Safety Plan, and 49 CFR 673.23(a),
WMATA's safety objectives are:

+ Support the management of safety through the provision of appropriate and sufficient
resources in order to reduce unacceptable and undesirable risk to appropriate levels;
and to achieve an organizational culture that fosters safe practices, encourages effective
employee safety reporting and communication, and actively manages risk with the same
attention to results as the attention to the results of the other management systems of
the organization;

- Integrate the management of safety among all responsibilities of all departments/offices
and employees;

+ Clearly define for all staff, executive management, technical management and front-line
employees alike, their accountabilities and responsibilities for the delivery of the
organization’s safety performance and the performance of our safety management
system;

+ Establish and operate effective hazard identification, analysis and mitigation activities
based in safety risk management activities, including an employee safety reporting
program as a fundamental source for safety concerns and hazard identification, in order
to eliminate or mitigate the safety risks of the consequences of hazards resulting from
our operations or activities to a point which is consistent with our acceptable level of
safety performance;

- Ensure that no action will be taken against any employee who discloses a safety
concern through the employee safety reporting program, unless disclosure indicates an
illegal act, gross negligence, or a deliberate or willful disregard of regulations or
procedures;

- Comply with, and wherever possible exceed, legislative and regulatory requirements and
standards;

» Ensure that sufficient skilled and trained human resources are available to implement
safety management processes;

» Ensure that all staff are provided with adequate and appropriate safety-related
information and training, are competent in safety management matters, and are
allocated only tasks commensurate with their sKills;



» Establish and measure our safety performance against realistic and data-driven safety
performance indicators and safety performance targets;

» Continually improve our safety performance through management processes that ensure
that appropriate safety management action is taken and is effective; and

* Ensure externally supplied systems and services to support our operations are delivered
meeting all requirements of this Agency Safety Plan.

This policy will be visibly communicated through my own direct efforts and that of my executive
team, and also through all WMATA training, programs and procedures.

| affirm this commitment;

Paul Wiedefeld, Date
General Manager and Chief Executive Officer
Accountable Executive



1.1 Plan Development, Approval, and Updates

Name of Person Who Theresa Impastato, Executive Vice President and Chief Safety
Drafted This Plan Officer
. . . Date of
Signature by the Signature of Accountable Executive Si
ignature
Accountable
Executive
WMATA Board of Directors Date of
Approval Resolution Identifier Approval
Approval by the
Board

of Directors or an
Equivalent Authority

Relevant Documentation (title and location)

Version Number and Updates

Version Number

Section/Pages

Affected Reason for Change Date Issued

New Document 10/8/2020

1.2 Safety Performance Targets

Under the requirements of 49 CFR 673.11(a)(4), the WMATA ASP will address the applicable
requirements set forth in the FTA’'s NSP demonstrating compliance with the minimum safety
performance standards authorized under 49 U.S.C. 5329(b)(2)(C).

These standards, as set forth in the NSP, are associated with the National Transit Database
reporting requirements:

Fatalities - (total number of reportable fatalities and rate per total vehicle revenue
miles by mode);

Injuries - (total number of reportable injuries and rate per million unlinked trips or per
100 employees);

Safety Events - (total number of reportable events and rate per total vehicle revenue
miles by mode); and

System Reliability - (mean distance between major mechanical failures by mode).

Each department/functional area has established internal safety performance targets for their
safety-critical functions which feed into the overall targets. These individual targets are detailed
as part of each department’s business plan development. The Office of Performance (PERF)
provides guidance on business plan development; templates and guidance are available on the

Page 28 of 134



PERF website under Business Plans.

Safety performance targets are established and selected in coordination with the Washington
Council of Governments (WCOG). WMATA’'s EVP/CSO shares the ASP, including safety
performance targets, with the WCOG each year after its formal adoption by the WMATA Board of
Directors. Prior to this submission, and at the direction of the EVP/CSO, WMATA personnel will
submit draft targets to the WCOG for coordination at the same time the ASP is being circulated
among internal departments for its annual review. This coordination will also include personnel
from WMATA'’s Office of Performance (PERF) and Office of Government Relations (GOVR).

In addition to WCOG target coordination, internal safety performance targets that feed into the
ASP-mandated are reported publicly through WMATA’s Quarterly Performance Report.

FY2021 Safety Performance Targets are:

Mean
. . . . Safety | Safety Distance
By Mode Fatallzy NN Injur¥ Injury Event | Event Between
Rate* | Count| Rate* | Count . .
Rate* | Count Failure
(VRM/Failure)
Rail 0 0 38.06| 324 | 1165 95 240,000 miles
Bus 0 0 95.73| 359 | 69.32 | 260 7,000 miles
MetroAccess 0 0 24.22 7.78 18 N/A
*per 10 million Vehicle Revenue Miles (VRM)

1.3 Annual Review and Update of the ASP

This Agency Safety Plan will be jointly reviewed and updated by the Chief Safety Officer by June
30" of each year. The Accountable Executive will review and approve any changes, signing the
new ASP, forward to the WMATA Board for review and approval, followed by the WMCS
submission.

This review will:
o Evaluate all safety tasks for appropriateness as Metrorail, Metrobus and MetroAccess
improves and expands;
Incorporate the current task descriptions, and activities;
Refine and improve the current task descriptions and activities;
Identify new tasks which may be required as WMATA expands;
Incorporate target feedback from the WCOG; and
Identify the organizations responsible for accomplishing newly added safety- related
tasks.

The ASP review will take place during the second quarter of the fiscal year to allow for the
maximum feedback from all departments on requested changes.

During the review period, a copy of the draft ASP will be supplied to all departments and personnel
that have been assigned duties or responsibilities within the ASP for their review and comment.

Once all the comments have been reviewed and the ASP is internally approved but not signed, a
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copy of the draft ASP will be presented to the WMSC for a conditional approval.

Once the conditional approval has been received back from the WMSC, all the signatories listed
on page 3 of this document will sign and date the ASP thus approving it.

The signed ASP will then be resubmitted to the WMSC for their final approval and acceptance.
Upon their approval and acceptance, the final ASP will be posted on SAFE’s internal website and
distributed to all safety committees for review.

1.4 Maintenance of the ASP

WMATA will maintain its ASP in conformance with 49 CFR 673.11(c), Subpart D and the WMSC
Program Standard.

1.5 Safety Management Accountabilities and Responsibilities

In compliance with 49 CFR 673.23(d), WMATA has established its organizational accountabilities
and responsibilities in this section.

1.6 Organizational SMS Accountabilities and Responsibilities

WMATA'’s General Manager and Chief Executive Officer (GM/CEO) is the Accountable Executive
for the agency. Ultimate responsibility and accountability for the implementation and maintenance
of the WMATA SMS belongs to the GM/CEO and may not be delegated to any other individual or
position.

The GM/CEO has delegated the authority and responsibility for day-to-day implementation and
operation of the SMS to the Chief Safety Officer (CSO), who functions as the WMATA SMS
Executive. The CSO reports directly to the GM/CEO per the requirements of 49 CFR 673.23

(d)(2).

Under the authority of the Executive Vice Presidents described below, and with the guidance of
the CSO/SMS Executive and the Department of Safety and Environmental Management (SAFE),
key SMS personnel called Safety Risk Coordinators (49 CFR 673.23(d)(4) and 673.29) have the
responsibility to ensure that each area has a fully implemented, ASP-compliant and robust safety
management program. These key personnel are listed under each functional area by title.

All functional areas identified are safety-critical and support the service-delivery function of the
agency, while ensuring that risk is maintained at an acceptable level. If hazards are not properly
managed and mitigated, risk is created for the agency.

All areas (departments and offices) are responsible for the implementation SMS requirements,
which include: the Safety Management Policy, Safety Risk Management, Safety Assurance and
Safety Promotion, as they apply in the individual departments and areas.

The current organizational chart showing the organizational relationships described below is
found in Appendix B.



1.7 Functional Area Common SMS Responsibilities
Each area is responsible for the SMS requirements listed below, as required by 49 CFR 673.23(d):

¢ SMS Goals and Objectives: Each area will establish goals with corresponding objectives
associated with the following SMS requirements. Each activity is monitored internally to
ensure goals are being met through the objectives established by each area through the
SMS Internal Controls process (e.g., QICO Triennial audits and annual internal self-
audits).

e SMS Training: See 4.1 — Competencies and Training

e Employee Reporting Program: all functional areas must ensure that employees know and
understand how to report hazards and safety concerns, and encourages employees to
report safety concerns. Safety concerns include, but are not limited to, non-compliance or
violations of safety rules, hazardous conditions, environmental concerns, and incidents
involving WMATA personnel, equipment, and property. Employee reporting concerns do
not relieve personnel from taking reasonable actions to mitigate or eliminate an imminent
safety hazard. Employees should report safety hazards through the Safety Hotline or
Close Call Reporting if they are not comfortable with approaching their management.

¢ Hazard Identification, Analysis and Mitigation:

e Each area is responsible to identify hazards in its daily activities and
responsibilities and document these activities, including a baseline risk
assessment, and the management of risk via departmental hazard logs or risk
registers;

e Outside of baseline risk, hazards are managed by exception; new or unusual
hazards and risk appear on the hazard management database; and all hazards
addressed in each department are shared and accessible to all other departments;

e This includes the FTA requirements for appropriate and effective configuration
management of all documentation, functions and activities; and effective
management of change in each area under the requirements of Component 2,
Safety Risk Management, and Component 3, Safety Assurance;

e Corrective action is required to address any unacceptable or undesirable risks.
e Identify risks through hazard identification, analysis and mitigation activities; or

when risk can be lowered through additional mitigation per the requirements of
Component 2, Safety Risk Management; and

e Each area has its own standard operating procedures for this process, which must
include the processes and responsibilities for development of corrective action
plans when risk and hazards required mitigation.

¢ SMS Data and Reporting:

e Allfunctional areas must identify the safety management data associated with daily
activities and responsibilities that carry risk as defined through the baseline risk
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assessments;

e These data are analyzed to ensure that safety goals are being met and is shared
with all departments. This includes conducting trending and analysis on hazard
management activities.

e Corrective action is required to address any unacceptable or undesirable risk
identified, or when risk can be lowered through additional mitigation per the
requirements of Component 2, Safety Risk Management.

o Safety Assurance Activities:

e Each department must lead investigations into adverse safety events occurring in
its area and ensure that appropriate supervision and oversight of all safety-critical
activities are documented and verified;

¢ Resources for SMS Implementation and Maintenance:

e Each area has the responsibility, through hazard and data analysis, to identify
when unacceptable or undesirable risk exists that cannot be mitigated with existing
resources; and

e These risks must be documented and addressed through the respective area’s
EVP Executive Safety Committee (ESC) participation or the hazard management
process, noted in Section 2 — Safety Risk Management.

e Transit Asset Management Program:

All appropriate areas must actively participate in the review process for the Transit Asset
Management Plan (TAMP) to ensure appropriate configuration management of the TAMP
and its conformance to the ASP, which is reviewed, and revised as appropriate, on an
annual basis.

This process is governed by documented procedures managed by the Transit Asset
Management Office (TAMO).

e SMS Internal Controls Program:
All functional areas must formally assess their own compliance with all WMATA internal
requirements with the guidance of QICO and SAFE per the requirements of 49 CFR
673.27(d)(1).

e SMS Documentation:

e Requirements of both 49 CFR 673 and 674 indicate that all areas must have formal
documentation of all safety management activities;

e Safety management activities are defined through the baseline risk assessment,
departmental and area requirements (all required activities must be fully
documented, verified and archived according to statute and MSC Program
Standard requirements).
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1.8 Functional Area Specific SMS Responsibilities
There are four levels of employee responsibility:

1. Executive Level Management (Executive Vice Presidents, Senior Vice Presidents, Vice
Presidents)

2. Technical Management (Supervisors, Managers, Superintendents, Directors, Program
Managers)

3. Front Line and Represented Employees
4. Safety Risk Coordinators

Each functional area will establish and document area- and department-specific SMS
responsibilities for each of these levels.

Executive Level staff are also required to know and understand the ASP requirements, and to
effectively communicate the SMS principles to all employees.

Each Executive Vice President is also responsible to ensure employees are trained in the specific
SMS responsibilities as defined in this section.

The SMS responsibilities for each level are as follows:

Executive Level:

Executives are charged with ensuring that they lead from the front in safety management and will
demonstrate their commitment to safety.

Specifically, Executives must personally ensure and be accountable that:

e Adequate resources are available to appropriately manage risk in their areas, and make
cogent and accountable executive level decisions regarding safety risk tolerability;

o Effective mitigation and corrective actions are developed and implemented in a timely
fashion, and monitored appropriately to assure safety is maintained in the mitigation and
corrective action process;

e There are no barriers to employee reporting of safety hazards and issues, and reports are
promptly addressed through the safety risk management process;

e The continuous improvement of safety is fully managed in their areas;
e Safety management is documented, managed and monitored at all times;
o Safety performance goals and objectives, both in their areas of control and agency-wide,

are being met, and performance measures monitored for verification or needed corrective
action;



o Full participation occurs in the Executive Safety Committee (ESC) and other safety
committee processes, including:

O

O

Awareness and accountability of SMS compliance for employees in their area and
system-wide;

Sharing SMS information with all other departments in a fully open and honest
assessment of SMS compliance in their own areas, including hazard and risk
management, data collection and analysis, safety trends, employee reporting,
investigations and adverse events, internal controls, and asset and resource
management;

Providing support and assistance to other areas and departments as needed for the
success of SMS;

Ensuring the protection of employees in the reporting of hazards and risk, ensuring
that their reports are afforded serious investigation and consideration, appropriately
addressing reported hazards and risk, and ensuring there is a feedback loop to
employees who report concerns; and

Providing strategic direction to technical management.

¢ Risk and corrective actions are managed using an organizational approach. Management
must adequately address and correct organizational failures rather than blame employees;

e Adequate safety training, awareness and oversight is provided to employees in their areas
of control;

e A positive safety culture is actively fostered in their area and system-wide; and

e Full and open cooperation is affected with State Safety Oversight activities, federal
authorities and other external safety agencies as required.

Technical Management Level:

Technical Managers are charged with implementing directives from the Executive Level in safety
management, and promptly reports safety lapses, failures, hazards and resource shortages.

They will ensure that they also visibly demonstrate their commitment to safety, provide the tools
and resources at their disposal to employees needed to safely perform their job requirements,
provide information pertinent to the management of safety to their employees, encourage the
reporting of hazards and assure safety is incorporated in all task and activities on a daily basis.

Specifically, Technical Managers must personally ensure and be accountable for:

e Reporting and take strategic direction from the Executive Level in all aspects of safety
management, including daily activities, hazard and risk management, safety data and
trends, investigations and adverse events, employee reporting, and other safety
management information particular to their areas of control;



Fully integrate SMS principles into daily tasks and activities;

Ensuring employees receive proper training to perform their jobs safely, and are properly
supervised to ensure tasks and activities are safely managed and performed,;

Ensuring that employee reports of hazard and risk are properly investigated, mitigated as
appropriate and reported to executive management; and employees are kept apprised of
activities concerning their reports;

Ensuring that contractors and vendors are informed of applicable SMS requirements;
applicable Safety Assurance activities such as audits, assessments and inspections must
be performed and documented;

Coordinating implementation of safety mitigations in their areas, and ensure that safety
assurance activities are robust for continuous improvement of safety and control of
practical drift;

Monitoring and promoting proper safety promotion and awareness activities;

Monitoring change and change management activities appropriately;

Identifying organizational failures with Executive Management, and cooperatively work to
implement mitigations and corrective actions to address such failures;

Ensuring all required activities are properly documented on a daily basis;

Participating actively in the safety committee process as directed and assigned, including
sharing of safety information within their areas and with other areas and departments;

Fostering a positive safety culture in their areas and system-wide; and

Cooperating fully and openly with State Safety Oversight activities, federal authorities and
other external safety agencies as required.

Front Line Employees:

Front line and represented employees are critical to SMS success through their role in reporting
safety hazards, which is where an effective SMS and a positive safety culture begin. They perform
the daily tasks and activities where hazards can be readily identified so they can be addressed
before they become adverse events.

Specifically, Front Line Employees must personally ensure and be accountable for:

Recognizing and reporting all hazards and risk they encounter;
Mitigating in the field, as appropriate, hazards in their area of concern;

Fully participating in the safety committee process as appropriate;



o Ensuring they have the proper training to safely perform their job requirements, and
request training when needed;

e Managing their work and tasks to reduce hazards and risks;
o Communicating effectively with other employees, supervision and management;

e Cooperating fully with supervision and management in addressing and mitigating hazards
and risks; and

e Fostering a positive safety culture in their areas and system-wide.

Safety Risk Coordinators (Key Personnel)

Safety Risk Coordinators (SRCs) will be assigned for each EVP office at a minimum. The COO
area will have several SRCs due to the complexity and risk associated with those operations. The
SRCs will maintain this role as a collateral duty of their existing responsibilities and will be
assigned the responsibilities by their respective EVP. The SRCs may delegate actions to subject
matter experts when appropriate to support the ASP implementation. The SRCs also provide
guidance and support to WMATA'’s Enterprise Risk Management program. The list of SRCs by
job title may be found in Appendix C.

SRC training requirements include: One (1) hour course on SMS Awareness (FTA/TSI E
Learning); Two (2) hour course on Safety Assurance (FTA/TSI E Learning) and a 20-hour course
on SMS Principles for Transit (FTA/TSI, instruction-led). The virtual classes must be completed
within 12 months of designation, and the instructor led course is contingent upon local class
availability by the FTA.
The primary responsibilities of the SRCs include, but are not limited to:

¢ Coordinate the identification, documentation, and assessment of safety risks;

e Ensure that all safety-related corrective action plans are being managed and addressed
in coordination with senior leadership;

¢ Ensure that local and departmental safety committees are held, and hazards brought forth
are tracked and mitigated;

e Monitor and ensure safety incident investigations are thorough and completed per
Policy/Instruction (P/l) No. 10.4 — Incident and Accident Investigations;

e Monitor the Safety Observation System, or other safety behavior monitoring systems, for
leading indicators of potential hazards, if applicable;

¢ Providing subject matter expertise to support WMATA’s SMS;
e Assist in maintaining documentation associated with the Agency’s SMS;

e Attend and report on SMS-related activities at all departmental safety committees and
respective STAT meetings (for COO offices); and



Assist Accountable Executive or Chief Safety Officer (SMS Executive) in developing,
implementing, and operating the agency’s SMS as directed.

The following departments represent the Executive Management Team’s functional area
summaries. The authorities, accountabilities, and responsibilities listed above apply to all areas
noted below.

1.9 The General Manager and Chief Executive Officer (GM/CEQ)

WMATA'’s General Manager and Chief Executive Officer (GM/CEQ), as the agency’s Accountable
Executive, meets the FTA criteria for the designation:

As the
SMS:

Has the final authority over WMATA's Metrorail, Metrobus and MetroAccess operations
and maintenance;

Controls the financial resources required for the operations and maintenance of WMATA'’s
public transportation system; and

Controls the human resources required for the operations and maintenance of WMATA'’s
public transportation systems.

Accountable Executive, the GM/CEO has the following responsibilities for ensuring the

Is properly implemented and performed throughout the WMATA organization, including
employee reporting programs;

Is actively and continuously communicated throughout WMATA,;

Is implemented in a manner that ensures that all executive level personnel are held
responsible for their spheres of control; and each actively and continuously communicates
the WMATA SMS Policy and the area-specific SMS requirements to all employees in their
areas;

Is the signatory to this ASP and the TAMP, and is responsible to know and understand
the contents of both documents;

Is appropriately addressed system wide; and participates actively on the ESC to guide
WMATA in safety and risk management, understand all risk at the agency, actively direct
resource allocation activities and monitor safety performance of all areas; and

Directs all required actions to mitigate SMS non-compliances, unacceptable and
undesirable risks and implement continuous improvement activities

1.10 Safety and Environmental Management (SAFE)

The Executive Vice President & CSO (EVP/CSO) reports directly to the GM/CEO. The EVP/CSO
functions as the SMS Executive.
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SAFE provides support and guidance to the agency in service of the SMS. It is important to note
that SAFE does not complete the tasks for the departments/offices or in lieu of the
departments/offices, since safety management responsibility and accountability appropriately
belong in the functional areas and departments performing the work. SAFE provides assurance
to the areas and departments, to the WMSC and to the FTA that subject matter expertise is
available to the entire agency to ensure a robust SMS and address concerns and questions
regarding compliance, risk, corrective action and other safety management issues.

In the role of the SMS Executive, the CSO is responsible for the day-to-day implementation of
SMS. Safety personnel may be deployed under the CSQO’s guidance and direction to assist and
support in data collection and analysis, hazard identification and assessment, corrective action
development and implementation, safety committee business, departmental and area safety
assurance and promotion activities, and other safety management undertakings. At no time will
SAFE primarily perform area-defined SMS tasks instead of the departments that own the safety
management in the area of concern. The CSO actively participates in the ESC as the chairperson
and as the Executive-level SME. The CSO is also adequately trained per 49 CFR 673.5 and
674.29(b), and does not serve in other operational or maintenance capacities.

The CSO will also directly interact with the key SMS personnel in each area to ensure they have
the support they need to direct and verify completion of the required SMS tasks. The CSO is
authorized to take action necessary to ensure key SMS personnel have the resources, training
and guidance necessary to implement SMS in their areas.

SAFE is responsible for SMS activities in its area for its employees.

The EVP/CSO is responsible for the following safety-critical tasks and activities within SAFE:
- Safety-specific training requiring specific certification or expertise, including SMS training;
+ Independent (but coordinated) safety assurance activities, such as inspections, audits,
assessments and observations;
- Independent (but coordinated) safety promotion activities, such as surveys, stand downs
and campaigns.

1.11 External Relations (EXRL)

The Executive Vice President and Chief External Affairs (EXRL), reports to the GM/CEOQO. The
EVP/EXRL actively participates on the ESC and is fully responsible for SMS compliance in the
Department of External Relations. EXRL is responsible for building and maintaining strong
relationships with Metro’s stakeholders, partners, and customers to include regional elected
officials, business, community groups, and the Board of Directors.

Key priorities include:
- Work with jurisdictions and Congress to ensure needed operating and capital funding
support
- Engage stakeholders in support of Metro’s business goals and objectives, as well as
coordinate with federal agencies and safety oversight organizations
- Improve customer experience and public confidence in Metro through in-system
passenger information, media relations, and marketing channels



1.12 Strategy, Planning and Program Management (SPPM)

The Executive Vice President, Strategy Planning and Program Management reports to the
GM/CEO. The EVP actively participates on the ESC and is fully responsible for SMS compliance
in the Department of Strategy Planning and Program Management.

SPPM drives Metro’s strategy and transforms how Metro does business and serves its customers.
SPPM builds and oversees Metro’s prioritized capital program and is the lead organization
responsible for (1) business transformation, (2) planning, (3) sustainability, (4) capital
programming and project development, evaluation and accountability, and (5) capital budgeting
and funds management. SPPM also provides oversight and reporting, ensuring Metro’s capital
program advances safety, service reliability and financial stability, and invests federal,
jurisdictional and dedicated funding wisely.

1.13 Chief Financial Officer (CFO)

The Executive Vice President and Chief Financial Officer reports to the GM/CEO. The EVP
actively participates on the ESC and is fully responsible for SMS compliance in the Department
of the Chief Financial Officer.

The Department of Financial Operations plans, allocates and manages the Authority’s financial
resources, policies and priorities to ensure fiscal integrity and alignment with Metro’s overarching
vision to move the region forward by connecting communities and improving mobility for our
customers. Financial Operations facilitates fiscal responsibility and sound investment of funds
through active management, rigorous monitoring and timely, transparent reporting. The Office of
Management and Budget (OMB) is responsible for the development and formulation of the annual
operating budget, long-range financial planning and revenue management. The Office of
Accounting (ACCT) manages payroll operations, accounts payable, accounts receivable and
financial reporting. The Office of the Treasurer (TRES) is responsible for risk management,
revenue collection, liquidity management, corporate investments, and debt management as well
as fare media sales and distribution. The Office of Real Estate and Parking (LAND) optimizes
Metro’s real estate and parking portfolios.

1.14 Internal Business Operations (IBOP)

The Executive Vice President and Chief Internal Business Operations reports directly to the
GM/CEO. The EVP actively participates on the ESC and is fully responsible for SMS compliance
in the Department of Internal Business Operations.

IBOP consists of six business functions that play integral roles in supporting all operating
components of Metro. Human Resources, Information Technology, Labor Relations,
Occupational Health and Wellness (OHAW), Procurement, and Fair Practices. IBOP provides
administrative, technical and operational solutions to all Metro departments and offices. IBOP
implements and supports information management solutions, provides acquisition services,
manages unionized employment matters, provides clinical services (drug screening, sleep apnea,
etc.) to employees and prospective employees, as well as health and wellness offerings to current
employees and ensures compliance with Title | of the Americans with Disabilities Act (ADA). IBOP
also sources and supports the selection of highly qualified talent, provides employee performance
management programs, employee development and training opportunities, and promotes an
engaged, diverse and inclusive organization free from discrimination. The department is focused
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on business innovation through organizational transformation and integrating strategic priorities
across functions with the goal of establishing a culture of high performance at all levels of the
organization.

1.15 Chief Operating Officer (COO)

The Executive Vice President and Chief Operating Officer reports directly to the GM/CEO. The
EVP actively participates on the ESC and is fully responsible for SMS compliance in the all COO
functional areas noted below.

The Chief Operating Officer's (COO) mission is to move the region through safe, reliable, and
cost effective public transportation. COO staff operate buses and trains; maintain Metro vehicle
fleets, facilities, and rail infrastructure; execute certain capital programs; and ensure a safe and
secure environment for passengers and employees. The department consists of Rail Services
(RAIL), Bus Services (BUS), Access Services (ACCS), Metro Transit Police (MTPD), the Office
of Budget, Planning, and Performance (OBPP), Reliability Engineering and Asset Management
(REAM), Supply Chain Management (SCM), and Facilities, Systems and Vertical Transportation
(FSVT).

As the COOQO’s office has the largest exposure to safety risk, the departmental summaries are
provided below.

The Rail Services (RAIL) department operates and maintains Metro’s rail system in a safe, reliable
and efficient manner 24-hours a day, 7 days a week, providing service across 118 miles of track
and 91 stations, 40 of which are in Washington, D.C., 26 in Maryland and 25 in Virginia. RAIL is
responsible for all facets of rail operations including station operations, train operations, the rail
operations control center and the maintenance of all assets necessary to move customers through
the system including railcars, track, traction power and the automatic train control system.

The Rail department is composed of the following groups:
* Rail Administration (RAIL ADM)

Rail Transportation (RTRA)
* Chief Mechanical Officer (CMOR), which includes:

o Car Maintenance (CMNT) and

o Chief Engineer Vehicles (CENV)
* Silver Line Operations and Maintenance (SLOM)
* Rail Infrastructure Maintenance and Engineering (RIME), which includes:
Track and Structures (TRST)
Automatic Train Control Maintenance (ATCM)
Traction Power Maintenance (TRPM), and
Maintenance of Way Engineering (MOWE)

O O O O

The Department of Bus Services (BUS) is committed to ensuring safe, clean, reliable, cost
effective and responsive bus service to promote regional mobility and contribute to the social,
economic and environmental well-being of the communities in the Washington region. Bus
Services is the transportation provider for more than 120 million customer trips each year, and
handles the operation, maintenance, and scheduling of Metrobus service in the District of
Columbia, Maryland and Virginia. Metrobus is responsible for approximately 1,583 buses and
3,739 employees. Additionally, Bus Services handles the maintenance of Metro’s service vehicles
and equipment.
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Metro Transit Police is responsible for the safety of Metro customers, personnel, and transit
facilities over a 1,500 square mile transit zone, comprised of three jurisdictions. The Metro Transit
Police Department (MTPD) is composed of both uniformed and plain clothes sworn police officers
charged with the duty of enforcing the laws of the signatories; the laws, ordinances and
regulations of the political subdivisions; and the rules and regulations of Metro. Additionally,
Special Police Officers are responsible for the physical security at rail yards, bus divisions, and
other Metro properties. MTPD is responsible for digital video management of cameras throughout
the Metro system. Finally, MTPD is responsible for crime analysis and police records
management, police radio communications and various administrative support functions. The
Office of Emergency Management (OEM) consisting of civilian personnel, plans, trains, and
provides on scene assistance for natural and man-made emergencies.

The mission of the Office of Facilities, Systems, and Vertical Transportation Maintenance (FSVT)
is to support Metrobus and Metrorail operations and maintain infrastructure and equipment
systems in a state of good repair by providing a coordinated approach to maintain elevators and
escalators, electro-mechanical equipment systems, infrastructure, facilities, and grounds. FSVT
offices include:

- Office of Elevators and Escalators (ELES) which manages and maintains all vertical
transportation equipment within the auspices of the Authority;

- Office of Plant Maintenance (PLNT) that manages and maintains Metro’s facilities,
grounds, and mechanical equipment systems in support of Metrorail and Metrobus
operations;

+ Facilities Asset Management Office (FAMO),

+ Office of Systems Maintenance (SMNT) which manages the electronic and electrical
maintenance activities related to Metrorail wayside operations. SMNT is composed of the
following:

- Office of Automatic Fare Collection Section (AFCS) manages the installation,
maintenance, and repairs of fare collection and parking lot equipment;

- Office of Communications Sections (COMM) maintains Metro’s communications
systems in support of Metrobus, Metrorail and Metro Transit Police Department
operations, as well as fire/life safety systems to help ensure public safety;

- Office of Low Voltage Electrical Maintenance (LVEM) maintains and distributes all
480-volt electrical systems for Metro’s facilities; and

« Office of Shops and Material Support (SAMS) provides component-level repair and
supports procurement actions for all SMNT.

The Office of Budget, Performance and Planning (OBPP) provides administrative and analytical
support for the Chief Operating Officer and operating departments, using data effectively to
facilitate decisions and improve operational performance. Operations Management Services
(OPMS) ensures Metro’s internal clients are well equipped to serve our customers, providing
direct support to the COO organization in areas of budgetary development/ management, all
inclusive training for technical skills and rail transportation, and consistent accountability to
improve workforce availability.

Office of Performance (CPO) assists Metro in achieving its strategic goals by measuring and
publicly reporting results via a set of Key Performance Indicators (KPIs), producing and presenting
the quarterly Metro Performance Report to the Board of Directors, communicating why
performance has changed and what actions will be taken to improve any deficiencies. CPO works
collaboratively across the agency to turn data into performance information to help prioritize
decision making on actions through performance reporting, target-setting, monthly performance
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stat meetings, industry benchmarking and business plan development. Office of Intermodal
Planning (IPLN) conducts operations planning for rail and bus operations, including headway and
route definitions, manpower and vehicle requirements. In addition, IPLN coordinates the
implementation of all changes for work assignments, signage changes, facility improvements and
coordination efforts with other local carriers and jurisdictions.

The Department of Supply Chain Management (SCM) offices are designed to provide excellent
supply chain solutions to their respective internal customers. The offices include:

- Office of Supply Chain Planning and Analytics: Develops and provides supply chain
business intelligence and supply chain data governance to the Authority, enhancing asset
availability and service delivery.

+ Office of Supply Chain Contract Management: Provides advanced acquisition planning,
contract management, and procurement compliance services for all inventory
materials/supplies across the Authority, enhancing asset availability and service delivery.

+ Office of Supply Chain Warehousing and Logistics: Provides timely and quality
warehousing and logistical solutions for the Authority to ensure that the right parts are in
the right place atthe right time, enhancing asset availability and service delivery.

The Reliability Engineering and Asset Management (REAM) centralizes the Office of Reliability
Centered Maintenance Planning (RCMP) and Transit Asset Management Office (TAMO) under a
single functional group. The following offices to provide subject matter expertise:

+ Reliability Engineering and Performance Analysis (REPA): Serves as the central office for
reporting on reliability performance as well as facilitating Reliability Centered Maintenance
analyses.

- Maintenance Planning and Scheduling (MPLN): Serves as the central office for providing
maintenance planning and scheduling services.

- Transit Asset Management Office (TAMO): Serves as the central office for driving Asset
Management initiatives and ensuring the Authority remains compliant with our Federally
mandated obligations.

The Department of Access Services (ACCS) ensures the accessibility of public transportation
including all Metro facilities and Metro-owned bus stops, vertical transportation, fixed-route transit,
and equipment for people with disabilities. Access Services also administers Metro’s Reduced
Fare Program for people with disabilities, as well as the Free Ride Program for customers who
are conditionally eligible for paratransit service. The department, through its three program offices,
(ADA Policy & Planning, Eligibility Certification & Outreach, and MetroAccess Service), ensures
the continuous improvement of all of Metro’s accessible services and facilities. These
improvements benefit the public and have important safety ramifications. Continually promoting
and educating people with disabilities on the safe and independent use of Metro’s accessible
fixed-route services helps ensure that paratransit services are conserved for those individuals
who truly need them.

1.16 Internal Compliance (INCP)
The Executive Vice President, Internal Compliance reports directly to the GM/CEO. The EVP
actively participates on the ESC and is fully responsible for SMS compliance in the Department

of Internal Compliance.

INCP is an internal management function. Committed to driving improvement Authority-wide,
INCP ensures departments are fulfilling business objectives, addressing corrective actions and
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complying with federal, state and local requirements and recommendations by deploying planned
oversight and compliance activities.

Through its Offices of Quality Assurance, Internal Compliance and Oversight (QICO),
Management Audits, Risk & Compliance (MARC), and Special Projects Office (SPEC), INCP
performs internal reviews, audits and compliance assessments, and coordinates their related
corrective action plans (CAPs). The department’s activities comprise a key component of Metro’s
safety, risk and quality assurance frameworks, promoting improved safety, better business
practices and greater service reliability across the organization.

QICO provides independent internal reviews and quality assurance assessments of service
delivery, engineering and maintenance, capital program management and safety, and security
functions. QICO coordinates and oversees the closure of corrective/preventive actions that
address regulatory safety recommendations and required actions. QICO also manages Metro’s
Policy Instruction Manual leads the development and implementation of Metro’s Quality
Management System Plan (QMSP) and conducts the tri-annual Internal Safety Reviews.

MARC is Metro's Internal Audit function and provides objective internal auditing and advisory
services to Metro management that add value and enable change for strong organizational
governance, internal controls and effective risk management. MARC is also responsible for
facilitating enterprise risk management (ERM) across the organization and facilitates
organizational wide training on internal controls, risk management and compliance.

Special Projects Office (SPEC) leads and manages special and strategic projects at the direction
of the General Manager/CEO and other senior management.

1.17 Office of General Counsel (COUN)

The Executive Vice President & General Counsel reports to the GM/CEO. The EVP actively
participates on the ESC and is fully responsible for SMS compliance in the General Counsel Area.

The Office of General Counsel (COUN) handles all the legal affairs for the Authority. COUN
provides legal advice and counsel to the Board of Directors, the General Manager and CEO, the
executive team, and all Authority departments. COUN provides advice in many areas of the law
including compliance with applicable laws and regulations, government contracts, labor and
employment, marketing, real estate, ethics, and governance. COUN also handles all disputes
and litigation for the Authority. The General Counsel works closely with each of the other
executive team members, and their departments, to be cognizant of and advise on any legal
issues.

1.18 Department of Capital Program Delivery (CAPD)

The Executive Vice President, Capital Program Delivery reports directly to the GM/CEO. The
EVP actively participates on the ESC and is fully responsible for SMS compliance in the
Department of Capital Program Delivery.

The Department of Capital Delivery (CAPD) provides leadership and expertise in management
and delivery of capital projects in support of Metro’s overall mission to deliver safe, reliable and
affordable transportation options throughout the region. CAPD’s organization structure consists
of four main divisions: Office of Project Development and Implementation Planning (PDIP), Office



of Engineering and Architecture (ENGA), Office of Project Implementation and Construction
(PICO) and Office of Technical Services and Portfolio Management (TSPM).

- PDIP’s core function is to generate the solution set for major projects to enable informed
decisions, maximize project outcomes, and develop the delivery strategy for each project
to maximize value for the Authority, considering scope bundling, impact to operations and
optimal contracting strategies for design, construction and owner’s side responsibilities.

- ENGA is responsible for providing Authority-wide engineering and project management
services, including the development of design criteria and standards. ENGA works closely
with maintenance and operations departments to ensure that the transit system is
maintained, and that any engineering issues on existing systems are properly evaluated
and remediated.

+ PICO’s program delivery arm consists of Infrastructure Renewal Program (IRPG), Major
Capital Projects (MCAP) and Silver Line Extension Program (DULS). These divisions
assure projects comprising Metro’s Capital Improvement Program are completed within
scope, schedule and budget.

- TSPM provides a wide range of technical services and strategic portfolio management to
the capital program through improvement and standardization of project management and
business operations processes.

1.19 Office of the Inspector General (OIG)

The Office of Inspector General (OIG) performs special safety assurance activities at the agency.
It operates independently, reporting to the Board of Directors and not to the GM/CEO. Under the
WMATA Compact, OIG is an independent and objective unit of the Authority that conducts and
supervises audits, program evaluations, and investigations relating to Authority activities;
promotes economy, efficiency, and effectiveness in Authority activities; detects and prevents
fraud and abuse in Authority activities; and keeps the Board fully and currently informed about
deficiencies in Authority activities as well as the necessity for and progress of corrective action.

The OIG will coordinate with appropriate authoritative entities to effect reduction of risk and

hazards where the OIG identifies them in the course of meeting their obligations tothe Board and
the agency.

1.20 Integration with Public Safety and Emergency Management

WMATA's Security and Emergency Management functions are led by MTPD.

The department develops, maintains, and takes the lead in implementing all security and
emergency management documentation as required by 49 CFR 673.11(a)(6), hereby

incorporated by reference as recommended by FTA.

Jurisdictional agreements, including Memoranda of Agreement/Understanding (MOA/MQOU), are
also maintained by MTPD.

Security and Emergency Management functions are subject to the requirements of Component 2
- Safety Risk Management, the same as all other safety-critical functions at the agency.



Documentation of hazard and risk assessment (threat and vulnerability assessment) is
maintained by MTPD as required by the ASP.

Corrective action arising out of security and emergency management functions, including After
Action Reports, is the responsibility of MTPD in coordination with the other areas and
departments.

The documentation listed below specifies agency-wide plans, programs and processes to
manage the public safety and emergency management functions:

Emergency Operations Plan (EOP);

Continuity of Operations Plan (COOP);

Severe Weather Plan;

Family Assistance Plan;

Station Emergency Response and Evacuation Plan;

MOAs/MOUs;

Procedures governing Sensitive Security Information and Significant Security Concern
Reporting per 49 CFR 1580; and

¢ General Orders, Standard Operating Procedures, Emergency Operating Procedures, Post
Orders and other departmental safety-critical documentation of daily tasks and activities

The EOP identifies employee responsibilities during an emergency, and provide detail on the
coordination with Federal, state, regional and local officials with roles and responsibilities for
emergency preparedness and response in WMATA'’s service area.

These documents are available for review through MTPD’s Office of Emergency Management.
1.21 SMS Documentation

WMATA will maintain documents that are included in whole, or by reference, that describe the
programs, policies, and procedures that is used to carry out the ASP. These documents are
available upon request by the Federal Transit Administration or other Federal entity, or the
Washington Metrorail Safety Commission.

Per the requirements of 49 CFR 673.31, WMATA maintains all documentation incorporated here
by reference for at least three years.



2 Safety Risk Management

Under the requirements of 49 CFR 673.25(a), transit agencies must develop and implement a
Safety Risk Management (SRM) Process for all elements of the system.

As a component of Enterprise Risk Management, Safety Risk Management applies to all elements
of the public transportation system, including employees and contractors, infrastructure, vehicles
and equipment, revenue, and non-revenue service activities. It may also include others who
interact with the system, such as first responders or other local agency employees. The Safety
Risk Management process also feeds into the Safety Assurance process by evaluating changes
that may impact safety performance. A periodic safety risk assessment can identify changes to
operations and maintenance procedures, existing systems configuration or service, organization
structure or resources, new capital projects, and other changes due to WMATA’s internal and
external environment. Safety Risk Management helps management evaluate the effectiveness of
its safety risk mitigations over time.

2.1 Risk Assessment Process

The SRM process focuses on the systemic management of safety risk resulting from technical
systems that change over time. The process enables a proactive approach in managing safety
and helps allocate resources to areas of highest safety risk. The SRM process continuously
monitors the effectiveness of mitigations and decision-making regarding priorities in allocating
safety resources. SRM is the core process beneath the Safety Management System to determine
and classify system-wide safety risks to develop appropriate risk mitigation strategies.

Hazards and other safety issues are identified and documented, and the associated safety risk is
prioritized, mitigated, monitored, and controlled.

The safety risk is determined, assessed, and classified, and unacceptable safety risk mitigated.
The effectiveness of risk mitigation strategies monitored and assessed, and the Accountable
Executive ensures the overall performance of the Safety Management System and Safety Risk
Management.

There is continuous progress toward improving safety.
2.2 Risk Assessment Methodology

The SRM methodology is designed for hazard identification and analysis to evaluate the
components of each hazard and the potential consequences of each component. The evaluation
occurs on management articulated safety risk inherent in each consequence in terms of impact
(severity), and probability (likelihood) used to determine the effectiveness of current safety risk
mitigation strategies reported at residual risk level. SRM analyzes hazards and evaluates safety
risks managed through the Safety Management System and the Metro Enterprise Risk
Management Policy and Framework, in which Safety Risk is a key component.

2.3 Hazard Identification
Hazard identification and analysis are a major sub-component of formal activities to identify

hazards during operations related to provisions of services, and in conformance with the FTA
National Public Transportation Safety Plan and 49 CRF 673.23 (a), considering the WMATA



safety objectives included in WMATA Transit Agency Safety Plan. Hazard identification includes
any real or potential condition that can cause injury, illness, or death, damage to or loss of the
facilities, equipment, rolling stock, or infrastructure of the WMATA transportation system; or
damage to the environment.

Many sources within WMAT A support hazard identification and the essential reporting of safety
concerns by employees are encouraged and analyzed to support hazard identification. Another
vital hazard risk identification source is the determination of known or potential hazards and
factoring safety objectives by considering processes that support provisions of services to
determine where hazards are most likely to exist. Consideration of each source and component
is necessary to facilitate a comprehensive identification and subsequent assessment of hazard
safety risks.

2.4 Hazard Identification Sources

The following sources may be used for hazard identification:

1) Reactive hazard identification involves analysis of events or outcomes that have already
occurred. Hazards are identified through investigation of safety occurrences (including close
calls), adverse events and hazard reporting from the field (such as rules compliance activities,
safety committee meetings and customer reports) where adverse outcomes have been
experienced on the system;

2) Proactive hazard identification involves real-time situations, which is the primary job of
departmental safety assurance activities through inspections, audits, evaluations,
observations and assessments; proper change management; training quality assurance
programs; failure trend analysis; and the employee and contractor safety reporting programs.
This involves actively seeking to identify hazards and mitigating them effectively before
adverse events occur. A specialized subset of proactive hazard identification is predictive
identification, which involves the thorough and timely analysis of safety data collected by all
departments and functional areas to identify possible negative future outcomes or events; as
well as monitoring the system in real time.

3) Facilitated risk assessment workshops is one Enterprise Risk Management (ERM) method
used to formally identify and document safety risks. The facilitated risk assessment may be
initiated by management or Management Audits, Risk, and Compliance (MARC) as part of
the Enterprise Risk Management Process. Safety risks are identified organization-wide, at
the entity level, and the business process level in all WMATA departments and offices and
analyzed for potential consequences. While the identification and assessment of safety risks
is ultimately the responsibility of individual management teams and assigned Safety Risk
Coordinators, MARC and SAFE supports the identification, documentation, and repository of
clearly defined safety risks, which includes all known risks that could impact WMATA, and
related mitigating actions (i.e., internal controls) embedded within internal policies and
procedures, other documentation of processes and activities related to oversight of the Safety
Management System.

4) The Risk and Control Self-Assessment (RCSA) is another ERM method used to formally
identify and document safety risks. The RCSA process allows management or assigned
Safety Risk Coordinators to formally self-identify, document, and assess safety risks. The
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objective of the RCSA process is to drive awareness, responsibility, and accountability for
safety risks and related mitigating actions or controls.

5) FTA and SSOA data and information as required by 49 CFR 673.25(b)(2), as well as industry
experience, best practices and lessons learned.

2.5 Employee Reporting Systems

WMAT A has multiple avenues by which employees and contractors can report risks and hazards.
All hazard reports are properly documented by the receiving party, no matter the source.
Investigations of hazards are also properly documented per Policy/Instruction (P/lI) No. 10.4 —
Incident and Accident Investigation and distributed according to that P/l and related procedures.

WMATA’s SMS requires all employees to identify hazards, mitigate them immediately if possible,
and to report them regardless of action taken.

Employees are encouraged to report through their chain of command, including their immediate
supervision, or management if supervision is not available; or through the safety committee
process.

If these routes of reporting are not available, or may result in harm to the employee, reporting
through other means is available:

o Employees may report any perceived safety issue or hazard to a local safety committee
(LSC) representative for investigation and resolution;

e The Safety Hotline is the primary internal safety reporting method available for reporting
safety concerns 24 hours a day; 7 days a week. Reports can be made by dialing 202-249-
SAFE (7233) or access the electronic form on SAFE’s website. The hotline process is
documented in OAP 600-12: Safety Hotline Process.

Once reported to the Safety Hotline, a Safety Officer will be assigned to investigate the
reported issue(s) and implement a resolution rapidly. Once implemented the Safety Officer
will follow up with the employee on the resolution if contact information is provided. The
employee will have the option of speaking to a Safety Officer at any time while maintaining
their confidentiality.

o Customer safety complaints received by the Office of Customer Service are forwarded to
the responsible department and SAFE. The department investigates the report with
support from SAFE personnel and develops and implements corrective action as needed
to properly address risk. Employees can conceivably use this process if they are worried
about anonymity;

o Safety related complaints received by the OIG are forwarded to the appropriate
department for investigation, or SAFE if anonymity is an issue and would be compromised
by forwarding to the department. Anonymity, if requested, is maintained for complaints
investigated by SAFE and OIG. If hazards are identified during the investigation process,
they are properly managed by the department, which is responsible to develop a CAP or
other mitigation, document it and monitor implementation.
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No matter what the source of information nor which department investigates and resolves the
issue, the feedback loop to the reporting employee is required. If the report is anonymous, the
outcome of the report, investigation and any corrective action or mitigation will be made available
for all employees to review.

2.6 Confidential Close Call Reporting

WMATA became the first rail transit agency to launch a Confidential Close Call Transit Safety
Reporting System (C3RS) in July 2013. Amalgamated Transit Union (ATU) Local 689 and
WMATA management formed a partnership with the U.S. Department of Transportation's Bureau
of Transportation Statistics (BTS), which is part of the Research Innovative Technology
Administration (RITA), to establish the program that enhances the safety culture by increasing
opportunities for employee reporting of events that have potential for more serious consequences.

The C3RS builds upon the other initiatives Metro has put in place to encourage employees to
report safety concerns. Through this confidential program, rail and bus employees have another
avenue to report concerns in the service of building a positive safety culture. The Close Call
reporting program allows WMATA to gather hazard information, investigate promptly and act
effectively to prevent more serious safety incidents, address practical drift or identify and monitor
emerging trends.

Close Call is available 24 hours a day; 7 days a week. Employees should report to Close Call
when they are involved directly or withess a near-miss incident, or if a reported safety concern
persists. The employee’s information is kept confidential with the federal law Confidential
Information Protection and Statistical Efficiency Act, making the employees information free from
being subpoenaed or requested through the Freedom of Information Act (FOIA). Violation of
CIPSEA carries penalties of up to $250,000 and/or up to 5 years imprisonment.

To report a Close Call, the employee can contact BTS using closecall.bts.gov or calling 1-888-
568-2377 within 24 hours. Once BTS receives the report, a joint peer review team made up of
union partners and WMATA personnel reviews the report and provides the Chief Operating Officer
(CO0O) and Chief Safety Officer (CSO) with preventive safety actions to mitigate the reported
close call. Once approved, the preventive safety actions are assigned to a responsible party and
implemented.

There are conditions when a reporting employee is not protected from discipline, per the BTS
MOU. The following events do not qualify for protection from discipline under the Program:

1. The employee’s action or lack of action was intended to damage WMATA's operations or
equipment, or injure other employees, or the employee’s action or lack of action purposely
places others in danger (i.e., sabotage);

2. The employee’s action or lack of action involved a criminal offense;

3. The employee’s action or lack of action violated a traffic safety law leading to a citation
(e.g., red light cameras, speed cameras, or observed by law enforcement);

4. The employee’s behavior involved substance abuse or inappropriate use of controlled
substances;

5. The close call report contains falsified information;

6. The event resulted in a transit agency accident/incident and/or has caused or alleged to
have caused any injury, iliness, or medical treatment of any kind to any person involved
in the event;

7. The eventresulted in an identifiable release of a hazardous material/major reportable spill;
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8. In addition, the following specific events do not qualify for protection under the Program:
a. Rail

i. Station overrun of more than one door leaf

ii. Exceeding the limits of an absolute or permissive block

iii. Red signal violation by train or work equipment

iv. Wrong side door opening

v. An employee is not exempt from discipline for a violation that WMATA
identifies contemporaneously (e.g., any rail vehicle passes a red signal
without proper authorization and the control point (ROCC/Interlocking
Operator) notices it before the vehicle completely clears the associated
switch) before the employee files a close call report. In such situations
WMATA may use event recorder information to support discipline. For
example, a WMATA official who observes a revenue or maintenance
vehicle operate past a signal that requires a stop may use any relevant
data recorded by the train’s event recorder in pursuing disciplinary action
against the employee(s), regardless of whether he/she/they timely file a
close call report.

b. ROCC

i. Third Rail Power restoration violations to include restoring third rail power
when personnel have not cleared and giving personnel permission to
restore a Red Tag Outage when personnel have not cleared the work
location

i. Rollaway bus involving the operator’s failure to follow procedures for proper
vehicle securement.

2.7 Hazard Investigation

Hazards are investigated in each department as they are reported or identified. Departmental
Safety Risk Coordinators facilitate the investigatory activities, which are conducted according to
each department’s procedures. All investigations will be properly documented per
Policy/Instruction (P/l) No. 10.4 — Incident and Accident Investigation and distributed according to
that P/l and related procedures.

The purpose of investigation is to evaluate the hazards in terms of reasonable consequences
(especially in the case of proactive identification); and to examine the frequency and severity of
the consequences. Once these have been established, the safety risk index can be indexed. If
the hazard is currently mitigated, investigation involves assessment of the mitigations to establish
if they are sufficient to address associated risk, or if changes or additional mitigations are
warranted to further reduce risk.

Once the investigation activities have been completed, risk through the identification of the root
cause may be assessed. All investigations performed in the departments will be documented
fully and made available to SAFE and the EVP for each department/office, once risk is assessed
and documented, and corrective action plans developed. These investigations must be ultimately
recorded in WMATA’s Safety Measurement System’s Incident and Accident’s module.



2.8 Safety Risk Assessment
The following are the general steps for the Safety Risk Assessment Process:
Step 1: Hazard Identification

Hazard identification and analysis is the first step in the SRM process, providing a key
component for the safety management system and formal risk event documentation. Sources
of hazard identification were noted above. Risk event identification is a critical step in the risk
assessment process, ensuring adequate and timely risk identification. The sooner the risks
are identified, the sooner plans to mitigate or manage them can be made. Significant risks
not accurately identified or fully understood through detailed analysis, cannot be assessed,
prioritized, or managed effectively. In this step, employees identify all possible hazards (e.g.,
organizational, technical, operational, and environmental). Employees should not attempt to
evaluate the hazards but only identify and document them. This activity enables a better
understanding of what might hinder or limit the successful delivery of objectives.

Step 2: Hazard Analysis

Effective hazard identification and analysis is dependent on understanding what exactly is
meant by safety deficiency, hazard, and consequence. Safety deficiency is the condition that
is a source of hazards and or allows the perpetuation of hazards; a hazard is any real or
potential condition that can cause injury, iliness, death; damage to or loss of the facilities,
equipment rolling stock, infrastructure, environment, etc. The potential effect of a hazard is a
consequence.

Consequence relates to the effect of a hazard involving injury, iliness, or death; damage to or
loss of the facilities, equipment, rolling stock, or infrastructure of a public transportation
system or damage to the environment. The consequence is the worst possible but credible
consequence to cause actual harm of injury or fatality. A completed analysis ensures that
management participants do not mistakenly identify a consequence for the hazard; otherwise,
management may not fully understand the actual safety concern and its true potential safety
risk, and the condition could worsen.

Step 3: Evaluate Safety Risk

Evaluating safety risk provides a way to measure the potential consequence of the identified
hazards and includes evaluating how existing defenses could mitigate the consequences of
those hazards. In this step, the evaluation helps determine whether certain consequences
have an acceptable level of safety and which hazards require safety risk mitigation.

Safety risk, the chance that the potential consequences of hazards could harm people or
equipment, is measured by an indication of how serious the harm could be. Once a hazard
has been identified, and the consequence determined, an analysis of the established safety
risk considers the Severity (impact) and Probability (likelihood). The risk assessment may
take many forms to focus on the key risks that are most relevant and significant to the Agency
with the greatest consequences or potential opportunities for expected outcomes.



The evaluation process includes:

1.

Determine the Inherent Risk Level
¢ Analyzing the likelihood of a consequence occurring — Probability (Inherent)
e Evaluating the seriousness of a consequence if it does occur — Severity (Inherent)

Note that determining or ranking the probability and severity is a subjective process.
If in doubt, always err on the side of safety.

Evaluate current mitigations (Residual Risk Level)

¢ Analyzing the likelihood of a consequence occurring with mitigation in place —
Probability (Residual)

e Evaluating the seriousness of a consequence if it does occur with mitigation in
place — Severity (Residual)

Determine the acceptable safety risk level by using the safety risk evaluation criteria.

This applies the consideration of Severity (impact) and Probability (likelihood) of a risk
event occurring and an assignment of an overall risk rating to ensure prioritization.
Safety risk levels are indexed using the Risk Matrix, MIL-STD-882E (i.e., safety risk
severity, and probability tables). Referto Appendix D - Safety Risk Evaluation Criteria
based on MIL-STD-882E.

Safety risk tolerance is viewed in four general categories: Unacceptable, Undesirable,
Acceptable with Review, and Acceptable. In determining what is reasonably
practicable in the context of safety risk management, consideration is given to the
technical feasibility of further reducing the risk and the cost. Showing that the safety
risk is As Low as Reasonably Practicable (ALARP) means that any further reduction
is either impracticable or grossly outweighed by the cost.

A formal justification to accept risk outside of acceptable levels (not within tolerance)
must be made by Executive Level Management.

Prioritization of the risk event improves the allocation of resources in response to the
potential impact and probability of those risks occurring, and decision-making on risk
responses. The priority of risks given the Severity, the importance of the
corresponding core service business objective, and the Agency'’s risk appetite helps
management prioritize risks of different severity levels. The risk level of each standard
(business) process activity defined by the aggregated inherent and residual risk
severity level identified and linked to the process.

Step 4: Mitigate Safety Risk

Risk response is required for risks identified, assessed, and prioritized with an inherent risk
level (before control) of Unacceptable and Undesirable. Often, any one of several risk
responses will bring the residual risk (after control) in line with the tolerance, and sometimes a
combination of risk responses provides the optimum results. Management selects an
appropriate risk mitigation strategy from the list below and deploys a risk response.



- Mitigate the action taken to reduce the severity of the risk. Departments change the
action or activity so that when the risk occurs, it will only have a minor effect because the
threat anticipated and provisions in place to address it.

- Substitute using alternate materials to reduce risk.

- Engineering provides a protective measure that includes engineering the solution for risk
reduction.

- Accepting the risk by not changing the actions or activities because the riskis so
insignificant, or the risk is so improbable that no change is needed.

- Avoiding (Eliminating) as the department is not susceptible to that type of risk because it
avoids the compromising event entirely.

- Sharing the mitigating action or activity so that an outside agency assumes responsibility
for addressing a portion of the risk impact.

2.9 Safety Risk Mitigation Roles and Responsibilities

All employees are trained in basic hazard identification and the actions to take when mitigation is
required. Employees are trained to do the following if they think a hazard or safety risk requires
mitigation:

Report the hazard to a supervisor;

e Call in a Work Order ticket, describing any immediate hazard;

e Report the hazard at a Safety Committee meeting. Make sure it is documented in the
meeting minutes and action items log;

e Call the Safety Hotline anytime at 202-249-SAFE (7233), or use our electronic reporting
form; or

e Call the Close Call Reporting System anytime at 1-888-568-2377 or use their online form.

Technical Managers are trained to respond to and investigate hazards, deploy resources at their
disposal to address and mitigate hazards under their control; and when additional resources are
needed, inform Executive Management in a timely manner of the need for additional resources
and why.

Executive Management must allocate resources based on risk, and if resources are not available,
ensure that no activities take place until risk is mitigated to an acceptable level.

2.10 Safety Risk Register

A safety risk register serves as an information management tool for specific risks. The safety risk
register is used to document departments’ hazards, potential consequences associated with the
hazards, residual safety risk level rating, and mitigation strategies implemented to minimize the
risk associated with the hazard. The monitoring activities ensure the implementation and
effectiveness of mitigations. Further, it provides management with an on-going, up-to-date picture
of the overarching safety concerns that the department faces during transit service delivery and
supporting operations, and controls put in place for safety risk mitigation.

Each department is responsible for maintaining a hazard log or risk register to:

e Document its hazard and risk activities;
o Track its risk and mitigations to ensure that no unacceptable risk is assumed due to error
or omission;



e Ensure that corrective action is developed, approved and implemented as required by
statute and the WMSC Program Standard; and

e Ensure the corrective action is adequate and appropriate by monitoring the mitigations to
assure they effectively reduce risk and no new hazards are created.

Departments may use internal methods to track hazards and risks, but ultimately all entries shall
be entered into the hazard management database noted below.

2.11 Hazard Resolution Management and Tracking

Resolution of identified hazards are managed by SAFE and MARC, in collaboration with the
responsible department, and approved and monitored by the Executive Level Management. A
hazard management database is used for tracking identified hazards and resolution process. The
following information is maintained:

e Hazard description;

e |Immediate mitigation (if needed);

e Origin of hazard (e; g accident investigation, capital project hazard analysis,

employee safety committee);

e Date hazard was identified;
Hazard analysis results (frequency and severity, hazard score, depending on analysis
method);
Proposed permanent hazard resolution or corrective action plan;
Hazard resolution verification/follow-up activities;
Date hazard closed;
Responsible Hazard Lead and Organizational Subject Matter expert; and
e  Other relevant information.

3 Safety Assurance
Safety Assurance is a continuous process constantly interacting with Safety Risk Management.

It is a systematic, ongoing and integrated monitoring and recording of safety performance, which
will be used to;

o Verify that safety objectives are being met;

e Identify previously unforeseen hazards;

e Ensure that mitigations in place are effective and not creating new hazards; and

e Collect robust and valuable data on safety that can be analyzed, trended and shared
agency-wide for continuous improvement of the SMS.

In addition, Safety Assurance activities assist the agency in identifying and correcting practical
drift, effective transit asset management, and establishment of reasonable and achievable safety
performance measures.

The Safety Assurance activities at WMATA are described below.



3.1

Safety Data Acquisition and Analysis

WMAT A departments and functional areas are each responsible to identify, collect and analyze
data on their safety-critical functions.

This information will be used for three purposes:

1.

2.

To ensure all departments and functional areas establish and achieve performance targets
related to their daily operations, such as rules and procedure compliance, sufficiency and
accuracy of procedures and documentation, safety events, proper management of
change, and completion of safety-critical tasks in a timely manner;

To ensure that system-wide performance measures are being met through monitoring
data associated with them in the appropriate departments; and

To ensure through wide distribution and sharing of safety data and analyses that all
departments and functional areas are aware of trends, hazards and safety performance
in all other departments.

Sources of data at WMATA include, but are not limited to:

The employee reporting systems, including self-reporting;

Field reports and observations from supervision and managers;

Preventive maintenance and other scheduled inspections;

Results from drills and exercises, and critical incident debriefings from actual emergency
events;

Internal safety audits and internal controls reports and activities;

Quality assurance and quality control inspections, audits and other activities;
Customer and public comments, complaints and recommendations;

Employee, passenger and public reports of injury;

Planning and scheduling data collection;

Key performance indicators;

Incident and anomaly reports;

Investigations (hazards, collisions, derailments, security, etc.);

NTD data collection and reporting;

Safety activities (job briefings, awareness campaigns, departmental meetings);
Safety committees;

Safety and security certification, system modification and procurement activities;
Drug and alcohol compliance programs;

Training and training QA activities;

Rules and procedures compliance activities;

“Secret rider” programs;

Public meetings;

Safety committee activities and reports; and

Transit asset management activities



Each department and functional area will develop a standard operating procedure describing

e The type of data they collect;

e The frequency with which it is analyzed,;

e The process of development of annual performance targets and objectives related to SMS
compliance, how progress is monitored toward those objectives;

e How data on progress is shared system-wide; and

e How corrective actions for deficiencies or non-compliance in SMS are addressed.

All departments are required to observe normal operations, including in the field, and also to
gather voluntary, de-identified data and information through its employee reporting program to
ensure hazards are identified as soon as possible, that data is collected from the activities to
analyze trends and prevent re-occurrences and future adverse consequences.

EVPs are expected to be familiar with safety-related data and performance information for each
ESC meeting so that deficiencies and lapses may be appropriately addressed in terms of risk and
resources system-wide.

3.2 Rules and Procedure Compliance Activities

A robust SMS requires ongoing safety assurance activities that assures that continuous
performance monitoring is performed in the field with real-time assessment and data analysis to
provide management with the timely information as to safety management and performance and
meet the requirements of 49 CFR 673.27(b).

WMATA Policy Instruction (P/I) 1.15 - Rule Book Management, establishes procedures for
development, revision, maintenance, management, and enforcement of rulebooks. The ESC
provides oversight and executive management review of this process to ensure consistency and
the integrity of the rules and procedures compliance process. The P/l requires that the
departments maintain accurate compliance records. Records will be kept both on observations
and on action taken to correct observed deficiencies. Personnel responsible to perform rules
compliance will be properly trained and refreshed as needed in rules compliance tasks, activities
and proper documentation.

3.3 Quality Management System Plan

The Quality Management System Plan (QMSP) is used to monitor compliance with, and
sufficiency of, departmental procedures for operations and maintenance. It used both internally
and externally to guide personnel through WMATA'’s expectations and standards that must be
met and maintained to ensure compliance with requirements. The responsibilities, procedures,
and documents comprising the Quality Management System (QMS) apply to all offices,
departments, and projects within the Authority’s responsibility. The QMSP is also used externally
to introduce the QMS to the Authority’s customers, stakeholders, contractors, suppliers, and
vendors. The QMS is structured to address 15 core standards, as summarized below. These have
been developed based on international standards (ISO 9001:2015) as tailored to a transit-specific
context.



Core QMS Standards
— -

« Verification and documentation that practices, processes,

== 1- Management Responsibility

* Commitment of senior managementto implement, maintain, assets, and materials comply with applicable procedures,
gndtcontmuallylmprove upon WMATA's Quality Management specifications, etc. and are fit for service
ystem

. 9 Inspection, Measuring & Test Equipment  |——

sl 2- Documented Quallty Management System G = " —
« Identification and periodic testing and calibration of

* The combined set of quality documents, including a Quality measuring and test equipment to assure readiness for use
Management System Plan, subordinate Quality Management

Plans, Policies & Procedures, Work Instructions, Forms, etc. Bl 10 Non-Conformance

o~ 3-Design Control —_— * Systematic tracking of work performed or material that does
not meet procedures, specs, contract requirements, etc.

* Processes to ensure the consistent development and
maintenance of guality design documentation for projects _
and assets based on requirements, standards, criteria, etc. gl 11 Corrective & Preventive Actions

* Measures taken to modify processes/procedures to correct
and prevent recurrence of non-conformances and failures

= 4. Document Control

* Managing information to ensure the most current approved _
documents are in use S 12. Quality Records [

* Documents generated by Quality functions that provide
objective evidence of fulfilment of requirements

— A BT

* Providing for timely procurement of the rightitems/assets _
and sewvices required for proper performance S 13 Intemal Reviews & Quality Assessments | —
* Independent, objective review of conformance to quality
=i ©. ldentification & Traceabilityof Assets & Material — stapda.rds and/ or the overall eﬂecti_veness of processes in
*The ability to track the unique history, location, performance, delivering acceptable levels of quality

and configuration of any asset over its lifecycle
g y v 2 . 14.Tralning .

= 7. Process Control * Providing skills and knowledge required for staff to
* Management and documentation of inter-related resources successfully perform a job

and activities to tum inputs into outputs /outcomes
i puts into outputs/ 15. Customer Focus

* Proactively addressing the needs and wants ofintemal and
extemal customers, always

Quality Management Plans (QMPs) describe a department’s procedural approach to align the
QMSP requirements with the specifics of that department’s deliverables. It describes those
activities to ensure quality delivery of services and assets. Its purpose is to describe and define
the processes necessary for quality operations. The QMP development and implementation is a
phased process, similar to the ASP. Each applicable department’'s QMP includes:

e Inspection and testing requirements

e Desired results or end states

e Process steps to capture practices, and procedures

e Assignment of responsibility and authority

¢ References to specifications and standards

e Documented procedures for capturing and approving changes and modifications

e Metrics to capture achievements

¢ Minimum frequency of review/updates appropriate to ensure the department remains
adaptive to changing conditions and priorities.

The QMP and supporting documents (procedures and work instructions) integrate requirements
of the QMSP. In this way, each office/department develops its own best way for contributing to
the safety, reliability, and fiscal responsibility of WMATA. Specific quality procedures translate
requirements into the actions producing desired outcomes. The QMP with supporting documents
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describes the practices, assigns the personnel (by name or position), the inspection and testing
requirements, and the acceptance criteria. It includes any legal requirements, regulations,
industry standards, organizational policies, internal guidelines, and best practices necessary to
provide the desired outcome. The QMP:

3.4

Assures conformance to requirements
Meets internal and external requirements
Provides traceability

Provides objective evidence

Provides a basis for training.

Internal Safety Reviews / Departmental Internal Controls

WMATA has multiple internal safety reviews to monitor compliance with its SMS as described in
this plan. These reviews are required under 49 CFR 673.27(b)(2), and include:

1.

The triennial internal safety audit program. This program, also required under 49 CFR
674.27(a)(4), is owned and implemented by QICO. Each department and functional area
is reviewed for compliance with this ASP once every three years. Non-compliances,
deficiencies and failures of SMS require corrective action to be developed and
implemented by the department or functional area.

QICO has a procedure manual and fully documents all triennial audit activities using
Procedure Number: QICO-PRO-P01-01 QICO Internal Safety Review Notification and
Reporting Procedure. As stated in this procedure, QICO notifies the WMSC and submits
any checklists or procedures that will be used during the review, as per the Program
Standard, at least 30 calendar days prior to the start of each review. On or before February
1stof each year, QICO submits an annual Safety Review Report to the WMSC under the
Accountable Executive’s signature. This report includes the following elements:

e A summary of all completed ISRs performed during the past year;
The completed ISR checklists;

Findings generated as a result of each ISR; and

iICAPAs generated as a result of each ISR.

The WMSC will approve, conditionally approve, or state it is unable to approve the report
in a written response within 45 calendar days of receiving the report. If the WMSC does
not approve the report, WMATA will have 15 calendar days to submit a revised report that
addresses comments and requested changes. The WMSC may arrange a meeting to
discuss comments and requested changes with WMAT A personnel. If the SSOA approves
the annual report, no further action is necessary.

All audits are available for ESC review, the department or office audited, and are made
fully available to all other departments and areas. The ESC provides oversight and
executive management review of this process to ensure consistency and the integrity of
the internal safety and security audit process.

The review of QICO’s (and INCP’s) SMS compliance is performed by SAFE to avoid
conflict of interest.
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2. Reviews of safety standards and requirements to ensure they are current. FTA’s guidance
documentation for implementation of 49 CFR 673.27(b)(1) states that the Agency Safety
Plan must addresses the following:
¢ I|dentification of all operations and maintenance procedures (safety standards and

requirements, both internal to the agency as well as in recognition of any SSOA or
FTA safety standards and requirements) subject to this section;
e Activities for reviewing safety standards and requirements to ensure they are current;
o Activities a transit agency will implement to monitor compliance with documented
safety standards and requirements;

Under these requirements, each department will conduct a review of applicable safety
standards as part of its internal controls process as described in item 3 below. The
process will be fully documented in the internal controls report, and corrective action will
follow all requirements for the internal control process.

3. Internal Controls. Each department and functional area will annually audit its own SMS
compliance (i.e., its safety policy compliance) to ensure that hazards are identified and
addressed through the SRM process, which results in safety risk mitigations monitored
through the SA process by persons trained and qualified to do so through safety promotion
activities, including its progress toward its safety targets. This program is called internal
controls. Each department must have a procedure to perform this activity, which is
implemented by its properly trained and qualified Safety Risk Coordinators, with the
assistance of SMEs, and the oversight and assistance of QICO or SAFE to ensure
compliance.

The internal controls must be performed annually prior to the start of the revision process
to the ASP so that any appropriate necessary modifications to the ASP can be
incorporated during the revision process. This requirement aligns with the expectation
FTA has expressed in its guidance documentation that continuous improvement activities
should be completed in conjunction with the annual review and update of the ASP.

4. Monitoring of Safety Performance Measures. Monitoring of the system-wide Safety
Performance Measures requires all departments that collect data directly applicable to the
Performance Measures report these measures through their EVPs as directed for
discussion at the ESC if requested by the Committee. This activity should be documented
as part of the SOPs required of each department or functional area.

5. Monitor information reported through any internal safety reporting programs. Under the
requirements of 49 CFR 673(b)(4), FTA has required the SSOA to oversee all internal
safety reviews conducted by a transit agency and has provided direction in its guidance
documentation that “this section has been expanded to include ‘any’ internal safety
reporting programs, such as an Employee Safety Reporting Program.” Pursuant to this
requirement, each department and functional area is required to monitor employee
reporting in its area and report out monthly on activities related to employees who report
safety issues directly to their departments for investigation and remediation. This is
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achieved through the local safety committee process and is captured in an Action Log
and/or meeting minutes.

SAFE will conduct monthly assessments of the Safety Hotline and any reporting that it or
the OIG receives directly, unless the OIG’s information is related to an ongoing
investigation of SAFE, or anonymity is compromised where it was specifically requested.
The OIG will report separately on any investigation of SAFE under Board direction.
Departmental and area monthly monitoring information will be provided to the EVP
monthly for each area under the EVP’s control through the departmental safety
committees, and discussed at the ESC if requested by the Committee. In addition,
employee reporting summaries will be made available for access by all departments and
areas.

Departmental internal safety self-reviews are designed to monitor all activities and functions to
identify areas of SMS non-compliances and correct them, identify hazards and implement
mitigations to reduce risk to the agency, and to identify any existing mitigations that may be
ineffective, inappropriate or were not implemented as intended as required under 49 CFR
673(b)(2).

Any department that has a non-compliance, deficiency or defect in its safety management
program must develop a corrective action through its Safety Risk Coordinator, and implement it
according to the approved time frame.

3.5 Safety Assurance: Maintenance and Support Functions

In addition to the above described safety assurance activities that apply for all departments,
maintenance and related support functions that fall under the purview of the Chief Operating
Officer have specific activities for safety assurance that do not occur elsewhere in the agency.

These functions of maintenance control will be fully documented in Maintenance Control Plans,
through the respective departments’ QMP, processes and procedures for the following areas:

e Preventive, Predictive and Corrective Maintenance;

o Facilities Management;

e Support activities (component repair, equipment repair, overhaul, metrology,

transportation, mainline recovery, fabrication);

e Hazard Management, Quality Assurance and Quality Control;

e Lifecycle Planning, including reliability and maintainability;

e Supply Chain, Procurement and Materials Management and Warehousing;

e Engineering; and

e Transit Asset Management support and interface

In addition to the requirements listed below, all Maintenance Control Plans will describe safety
management activities are monitored, overseen, verified and documented.

Each area will describe how its plan is developed and maintained, by whom it is authorized, its

review and revision interval (annually to occur prior to revision of the ASP) and where it is archived
and maintained for the entire agency to review.
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3.6 Preventive, Predictive and Corrective Maintenance

For each area requiring maintenance activities, the Maintenance Control Plan will describe as
applicable:

All inspections, their intervals and requirements, and their documentation, verification and
distribution;

The standards (regulatory, industry and internal) for all aspects of maintenance;
Procedures for all aspects of maintenance and where they are found (OEM manuals,
Maintenance Management of Information System, etc.);

Testing processes and procedures for all maintenance activities;

Standards and requirements for scheduled maintenance, deferred maintenance and
determination (destruction/condemnation/disposal);

Sources of reporting for deficiencies;

Equipment, and small and large tools required to perform the maintenance activities,
including IT systems, software and hardware; and

Minimum training requirements for personnel engaged in maintenance activities

3.7 Facilities Management

For each maintenance area that uses or is housed in a physical facility, and for the functions of
Plant Maintenance, the Maintenance Control Plan will describe:

Safety and security procedures for the facilities, to include fire/life safety and security
equipment inspections, structural and other safety inspections, access control, lot and
yard control, and security and emergency preparedness plans and procedures;

The standards (regulatory, industry and internal) for all aspects of facility maintenance;
Procedures and guidelines for all aspects of maintenance and where they are found (OEM
manuals, ASME, IBC, local jurisdictions, Maintenance Management of Information
System, etc.);

Standards and requirements for scheduled maintenance, deferred maintenance and BUL
determination (destruction/condemnation/disposal);

Sources of reporting for deficiencies;

How facilities deficiencies are reported, addressed and tracked to closure;

Equipment, and small and large tools required to perform the maintenance activities,
including IT systems, software and hardware; and

Minimum training requirements for personnel engaged in maintenance activities

3.8 Support Activities

For each maintenance area that performs support functions, the Maintenance Control Plan will
describe as applicable:

All inspections, their intervals and requirements, and their documentation, verification and
distribution;

The standards (regulatory, industry and internal) for all aspects of maintenance;



e Procedures for all aspects of maintenance and where they are found (OEM manuals
Maintenance Management of Information System, etc.);

e Testing processes and procedures for all maintenance activities;

e Special processes that apply to support activities, equipment and tasks;

e Standards and requirements for scheduled maintenance, deferred maintenance andBUL
determination (destruction/condemnation/disposal)

e Sources of reporting for deficiencies;

e Equipment, and small and large tools required to perform the maintenance activities,
including IT systems, software and hardware; and

e Minimum training requirements for personnel engaged in maintenance activities

3.9 Hazard Management, Quality Assurance and Quality Control
For all maintenance and support areas, the Maintenance Control Plan will describe:

e Procedures and documentation of how hazards are managed in daily activities which
includes:

Defects and issues found in inspections;

Opening of work orders;

Tracking of work orders;

Closing of work orders; and

Failure trend analysis of hazards associated with the maintenance activities in the
area.

¢ Quality Assurance and Quality Control:
Assurance and control procedures and activities applicable to:

Production;

Procedures;

Parts and supplies;
Equipment;

Documentation;

Data collection and analysis;
Schedules;

Lifecycle assessment; and
Transit asset management.

3.10 Lifecycle Planning

For all maintenance and support areas, the Maintenance Control Plan will describe all procedures
and activities supporting lifecycle planning as appropriate.

The requirements include;

o The department or area’s input into the acquisition process for its area’s new equipment;
e The rehabilitation programs for facilities and equipment under its care and control;
e The determination of useful life; and
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e The disposal processes.

IT will also include the process and activities of each department or area for reliability and
maintainability studies, which are mandatory for new systems and equipment and rehabilitations,
as the process of decision-making for allocation of resources for safety will be fully documented,
and lifecycle planning is a critical aspect of that decision-making process.

3.11 Supply Chain, Procurement and Materials Management and Warehousing

For each maintenance area that supplies, stores, manages or distributes materials, the
Maintenance Control Plan will describe as applicable:

e All procedures and requirements for acquisition of materials;

e All procedures and requirements for storage of materials;

e All procedures and requirements for distribution of materials;

e All procedures and requirements for testing of materials;

e All procedures and requirements for transportation of materials;

e All procedures and requirements for disposal of materials;

e The standards (regulatory, industry and internal) for all activities involving materials;

e Loss prevention;

e Sources of reporting for deficiencies, hazards and defects;

e Equipment and tools required for all activities involving materials, including IT systems,
software and hardware; and

e Minimum training requirements for personnel engaged in activities for these areas.

3.12 Engineering

For all maintenance and support areas, the Maintenance Control Plan will describe all procedures
and activities for which engineering support is required.

This will include:

e Changes to equipment design, function and configuration;

e Support in the acquisition process; testing and assessment procedures;

e Changes in procedures, parts, fabrication or methodologies for maintenance;

¢ Reliability and maintainability studies and assessments;

e Lifecycle planning; failure trend analysis;

e Hazard identification and analysis, including FMEA, FMECA and other engineering
assessments; and Departmental/area-wide configuration management support activities,
including as-built, schematics and other diagrams.

The MCP sections on engineering will describe how engineering documentation is developed and
maintained, by whom it is authorized, its review and revision intervals and where it is archived
and maintained for the entire agency to review.

3.13 Transit Asset Management



For all applicable maintenance and support areas, the Maintenance Control Plan will describe all
procedures and activities required to support TAMO and the development and maintenance of
the Transit Asset Management Plan (TAMP).

3.14 Investigations

49 CFR 673.27(b)(3) requires the transit agency to establish activities described in the Agency
Safety Plan to conduct investigations of safety events to identify causal factors.

The FTA's SMS approach requires investigations to apply the “Organizational Approach;” all
investigations will seek to identify causal factors associated with the organization instead of simply
blaming the person most proximal to the event. Internal investigations of all FTA-defined events
are performed by the department or functional area that experienced the event in accordance with
the WMATA Incident and Accident Investigation Policy, P/l No. 10.4. Key SMS personnel lead
the investigation, implement the procedures and ensure the investigation identifies all causal and
contributory factors per FTA guidance. SMEs may support the department in their investigation.

SAFE SOP 800-01 - Incidents and Accident Investigations of Rail Bus, and MetroAccess
establishes the comprehensive guidelines to investigate Rail Services (RAIL), Bus Services
(BUS), vertical transportation and employee incidents and accidents and MetroAccess (MACS)
accidents. This SOP is also intended to comply with FTA’s Code of Federal Regulations 49 CFR
674 Safety Oversight requirements as outlined in WMSC Program Standard.

Corrective actions to address risk, non-compliances or deficiencies in SMS, practical drift or other
defects in the safety program must be developed by the departments and functional areas,
approved by the SSOA and implemented in the approved time frame by the owners.

SAFE may investigate hazards or events reported to them outside of departmental or functional
area responsibility. SAFE SOP 800-01 contains investigation procedures for SAFE personnel.
Reporting and corrective action falls under the same requirements as described in the paragraph
above.

Investigation procedures will contain all the requirements described herein.

3.15 Event Reporting

WMATA is required to report events as defined by the FTA and the SSOA. Part 674 defines three
types of safety events: accidents, incidents, and occurrences, and requires a rail transit agency

(RTA) to notify its State Safety Oversight Agency (SSOA) and the FTA within two hours of any
event classified as an accident. The FTA defines the following three categories of events:



Accidents

An Event that involves any of the
following:
- a loss of life;

- Events -

Incidents

An Event that involves any of the
following:
- a personal injury that is not a

Occurrences

An Fvent without any personal
injury in which any damage to
facilities, equipment, rolling

serious injury;

- one or more injuries requiring
medical transport; or

- damage to facilities,
equipment, rolling stock, or
infrastructure that disrupts
the operations of a rail transit
agency.

stock, or infrastructure does not
disrupt the operations of a rail
transit agency.

- a report of a serious injury to
a person;

- a collision involving a rail
transit vehicle;

- a runaway train;

- an evacuation for life safety
reasons; or

- any derailment of a rail
transit vehicle, at any
location, at any time,
whatever the cause.

In addition to the requirements for accident notification set forth in the WMSC Program Standard,
WMATA must notify both the WMSC and the FTA within two hours of any accident meeting the
definition above that occurs on its rail system. Reporting to the WMSC is defined in the Program
Standard, and FTA is notified through the USDOT Crisis Management Center (CMC) by email at
CMC-01@dot.gov (preferred) or at (202) 366-1863.

However, all of the defined events above merit investigation, as all carry risk for the agency.
WMATA will conduct and document investigations of all events defined by the FTA and take
appropriate measures to reduce risk and prevent reoccurrence.

3.16 Change Management

Change management is a process for identifying and assessing changes that may introduce new
hazards or impact the transit agency's safety performance.

The FTA provides guidance to the effect that a transit agency must determine how a change may
impact its safety performance, then evaluate the proposed change through its Safety Risk
Management process to analyze the proper mitigations needed to address risk associated with
the change.

The ESC is responsible to ensure that ch